
MODEL DATA MANAGEMENT PLAN

1. Data description and data acquisition or reuse of available data

1.1. The method of new data acquisition and processing and / or reuse of available data:

The data will be obtained during, among others:

· queries,
· field research,
· experiments,
· …………………
The data will be collected and processed in the form of, among others:

· text documents, notes,
· numerical data (in unprocessed or computer-readable form),
· questionnaires, surveys, research results,
· audio and video recordings, photos,
· mathematical models, algorithms,
· software (scripts, input files),
· computer simulation results,
· laboratory protocols, methodological descriptions,
· samples, artefacts, objects,
· ………………
In addition to the collected data, metadata will be processed according to a predefined template.

In the research project, it is not planned / it is planned to reuse already existing research data, but during the generation and acquisition of new research data of the research project, these data will be made available for multiple use in accordance with the requirements of the FAIR principles.

All data will be collected and processed by the person / project team implementing the project.

Research data will be made available during or after the completion of the project being implemented.

1.2. Data being acquired or processed (e.g. type, format, size)

Type of data:

Types of research data, among others:
· raw data – collected but not analysed,
· processed data – that are the basis of the analysis,
· observational data – being captured in real time (e.g. sensor readings, telemetry data, anonymous survey results, focus group interviews), often unique because they cannot be “retrieved”,
· experimental data – obtained from laboratory equipment under controlled conditions, repeatable, but often very expensive (e.g. gene sequences, spectroscopy, magnetic field readings),
· simulation data – collected during tests examining real or theoretical systems (e.g. climate models, economic models, engineering systems),
· derived / compiled data – results of data analyses, or data aggregated from various sources, repeatable, but their acquisition can be very expensive (databases, texts, 3D models, bibliometric data),
· reference data – revised or organic data sets, usually reviewed, published and selected (GUS (Central Statistical Office) data, chemical structures, databases with gene sequences),
· ……...
Format of research data:

Research data exists in many different forms: textual, numerical, image, audiovisual. For trouble-free future use, the data should be saved in open-access file formats that are easy to read and interpret. Using standard and exchangeable or open lossless data formats ensures long-term data usability. Uncompressed file formats, not requiring commercial software, open, with available documentation, and using standard encoding (ASCII, Unicode), should be chosen.

The list includes recommended data formats (repositories accept files also in other formats).

	
	PREFERRED FORMAT
	ACCEPTED FORMAT

	TEXTUAL DATA
	.odt, .ods, .txt, .pdf, .csv
	.docx, .xml, .htm, .html,.rtf, .xlsx,

.epub

	NUMERICAL DATA
	.csv, .tsv, .spss, .por, .ods
	.xlsx, .sav, .dta, accdb

	IMAGE DATA
	.tiff, .jpeg2000, .png, .svg
	.gif, .jpg, .ai, .cgm

	AUDIO FILES
	.wav, .aif, .aiff, .flac
	.mp3, .m4p, .m4a, .mid, .midi,

.ogg

	VIDEO FILES
	.avi
	.mov, .wmv, .mpg, .mp4

	PRESENTATIONS
	.pdf, .opg, .odp
	.pptx

	GEOSPATIAL DATA
	.shp, .shx, .dbf, .sbn, .sbx, .prj,

.xml
	.PostGIS, .tif, .tfw, .fde, .adf, .dat,

.nit


Amount of research data:

The obtained research data will be in the amount ensuring a full overview of the research. The amount of all data obtained through research is still unknown.

2. Documentation and data quality

2.1. Metadata and documents (e.g. methodology or data acquisition, and method of data organisation) accompanying the data

Documents will be classified and described in a manner closely related to the research method adopted in the project. The method of classifying and organising data depends on the type of research and results obtained during the research. File titles will clearly describe their content. The source, time and place of data acquisition will be recorded in the created files.

The selected, shared data intended for an open repository (e.g. RepOD) are accompanied by metadata in a specific format (e.g. Dublin Core): title, parallel title, creator, ORCID, co-author, keywords, abstract, publication status, publication type, details (description), date of creation, edition (version), language, funding source, faculty, discipline, licence or other information if necessary. In this case, the metadata entered will depend on the metadata options proposed in the repository.

2.2. Data quality control measures applied

During the entire period of project implementation, the quality of the data being obtained will be monitored and assessed on an ongoing basis by the project manager. The research method will be improved on an ongoing basis in order to achieve the best quality results. The results of the research will be critically assessed in order to determine their significance and to record the extent to which the results assumed in the application have been achieved.
3. Storage and creation of backups during research

3.1. Storage and creation of backups of data and metadata during research

The data will be stored in the form of text documents, tabulations in electronic form and will be provided with basic metadata (author, title, date of creation, keywords, etc.). Electronic collections will be stored on several digital media, including an open repository. Electronic materials will be archived at least every 1 month on external drives / servers. Data storage and archiving will be conducted in accordance with rule 3-2-1
. The chosen part of the data will be deposited in an open repository, e.g. RepOD, which archives and makes available all data generated, collected and processed for the purposes of scientific research and is intended for the so-called small data.

3.2. The method of ensuring data security and protection of sensitive data during research

· The study does not foresee the need to create and store sensitive data.
· The study foresees the need to create and store sensitive data.
– Personal data and sensitive data in the research project being implemented will be processed in accordance with the provisions of the GDPR and the provisions of the Security Policy for the protection of personal data adopted at the University of Szczecin.

– If the planned research involves the processing of personal data by an external entity, the purpose and scope of the processing will be specified in the contract, approved by the DPO (Data Protection Officer).

– If personal data from sources other than those indicated in the research project are used in the planned research, the research project manager is obliged to indicate these sources.

– Access to devices enabling control and storage of personal data, including sensitive data, obtained during the project implementation will be controlled at the level of protocols and domains of operating system users, e.g. MS Windows.

4. Legal requirements, code of conduct

4.1. The method of ensuring compliance with the provisions on personal data and data security in the case of personal data processing

At the University of Szczecin, research data, which are also personal data, are processed in accordance with the Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (hereinafter referred to as: GDPR) and the Security Policy for the protection of personal data introduced by the Regulation of the Rector of the University of Szczecin (No. 186/2019).

At the University of Szczecin, pursuant to the provisions of the GDPR, the Data Protection Officer (hereinafter referred to as: DPO) was appointed. In situations requiring it, the DPO helps the project manager and indicates the relevant provisions of the proper and lawful handling of personal data.

If personal data will not be used in the research:

The planned research does not involve the processing of personal data.

4.2. The method of managing other legal matters, such as intellectual property rights or property. Applicable provisions

If necessary, an appropriate form of protection of intellectual property rights will be selected, in accordance with the regulations adopted at the University of Szczecin or the rules specified by the financing entity, depending on the licensing options granted by a given repository.

The University of Szczecin adopted
: “Regulations on the management of copyrights and related rights as well as industrial property rights and the principles of commercialisation”.

5. Data sharing and long-term data storage

5.1. The method and time of making the data available. Possible data sharing restrictions or reasons for the embargo

Selected research data will be disseminated after the completion of the research. The RepOD repository or other repository is the main open data sharing platform. The RepOD repository is available at https://repod.icm.edu.pl/.

Research data will be stored for at least 10 years after the end of the project, unless the competition guidelines state otherwise.

Dissemination of research results will take place as a result of publication, e.g. monographs, scientific articles, databases, on the terms specified in the contract with a publishing house or other authorised entity.

The appropriate Creative Commons licence will be applied.

5.2. The method of selecting the data to be stored and the place of long-term data storage (e.g. repository or data archive)

Data will be selected based on their research value. Data that may be useful to other researchers will be disseminated. Part of the data will be placed in the RepOD repository or other repository (e.g. in a widely recognised and certified repository in a given discipline). The data containing the working material will be stored on an electronic data storage medium in the author's collection.

The RepOD repository or other repository will be the main platform for data storage. The data contained in the Repository will meet the requirements of FAIR standards (Findable – possible to find, Accessible – available, Interoperable – interoperable, i.e. functioning with other products or platforms, Reusable – possible to be reused)
 and will be categorised and marked according to standard file formats . The data contained in the RepOD Repository or other repository will be available for at least ten years after they become available. The RepOD repository or other repository has no restrictions as to the storage period, it is a long-term archiving.

5.3. Methods or software tools that enable access to data and use of data

Access to data collected in digital form in the RepOD Repository or other repository is guaranteed via the Internet using generally available browsers, including the possibility of downloading data. Data collected in paper form, which have not been digitised, will be available at the request of the institution financing or co-financing the research project or the interested person after prior submission of the application to the Project Manager. The Project Manager agrees with the applicant on the date of providing the data and the form of its use.

The data in the RepOD Repository or other repository will be described with metadata and will be available on the Internet. The self-depositing feature allows authors to create a description and add files on their own. The data can be made available under the CC-BY open licence or on the terms specified in the non-exclusive licence agreement signed with the University of Szczecin. The data file (data set) should not exceed the size specified in the selected repository (e.g. a file in the RepOD repository – 5 GB). The data will be exported to open source readable formats. Processed data will be available using standard applications. The Open RepOD Repository or other repository can store and distribute any format. Any interested user has access to the materials deposited in the RepOD Repository or another repository without logging in and other restrictions.

5.4. The method of ensuring that a unique and persistent identifier (e.g. digital object identifier (DOI)) is used for each data set

The data will be deposited in a repository (e.g. RepOD) which gives a unique DOI, i.e. the digital identifier of the electronic document. The identifier will be assigned permanently, it will be given in publications that use research data. The identifier will enable accurate and efficient data localisation, and will allow tracking citations and their multiple use.
6. Tasks related to data management and resources

6.1. Responsibility for data management

The person responsible for data management will be the person carrying out the scientific activity - the Project Manager, possibly together with a Data Steward appointed within the structures of the University of Szczecin. These persons are, among others, responsible for storing the data for at least 10 years.

6.2. Resources (e.g. financial and time resources) intended for data management and ensuring that the data can be found, accessed, interoperable and reused

The project does not provide for separate financial resources for data management and ensuring the possibility of finding, access, interoperability and reuse of data, and data archiving. The project only provides for the employee's working time.

The amount of PLN ...... is planned in the project for research data management. These funds will be allocated to the purchase of: ……. (replace software / hardware / other). The purchased software / hardware / other will serve to ensure permanent and safe storage of research data in accordance with the 3-2-1 rule during the implementation period and after the end of the project.
� The principle of making backups (data backup) stating that you should have at least three copies of data, and store them on at least two different types of mass storage, and one of the copies should be in an external location separate from the rest ones. Currently, a common solution that fits into the last two points of the principle is storing the backups on a cloud drive (https://www.veeam.com/blog/pl/how-to-follow-the-3-2-1-backup-rule-with-veeam-backup-replication.html).


� In the summer semester of the academic year 2020/2021, work is underway on the preparation and implementation of the “Regulations on the management of copyrights and related rights as well as industrial property rights and the principles of commercialisation".


� https://drodb.icm.edu.pl/zasady-fair-w-repozytoriach-danych-badawczych/, source document: DOI: 10.1787/9789264034020-en-fr






